Information Abuse Prevention

In this thematic series, we solicit original contributions in the fields of information abuse and prevention techniques. The topics will include but not limited to:

- Information Abuse
  - Abuse Prevention
  - Data Permission Abuse
  - Electronic Commerce Security
  - Data Protection in Outsourcing

- Data Analytics
  - Trusted Data Flow
  - Trusted and Trustworthy Data Mining

- Data Privacy
  - Privacy Preserving Data Publishing
  - Privacy in Information Sharing
  - Economics of Privacy

Submission Guidelines

Prospective authors are invited to prepare and submit manuscripts following the instructions at: https://cybersecurity.springeropen.com/submission-guidelines; the complete manuscript should be submitted through: http://www.editorialmanager.com/cyse/default.aspx.

To ensure that you submit to the correct thematic series please select the appropriate thematic series ‘Information Abuse Prevention’ in the 'Additional Information'. In addition, indicate within your cover letter that you wish your manuscript to be considered as part of the thematic series on Information Abuse Prevention.
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Final Notification: Jan. 11th, 2019
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